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BLACKLISTING 

Introduction 

For many years trade unionists, and those of us who represent them, believed that employers accessed or operated blacklists of activists.  This is particularly true of the construction industry, although by no means exclusive to it.  

In 2009 the Information Commissioner exposed a blacklist held by the Consulting Association Ltd.  The blacklist contained details of construction workers and was accessed by some of the largest construction companies in the UK.

Since 1999, successive governments have had the power to legislate against blacklists, but chose not to do so. The discovery of the Consulting Association’s blacklist highlighted the UK legal system’s failure to adequately protect victims of this underhand and unaccountable practice.

Although it could be argued that the holding or accessing of a blacklist was not, in itself, unlawful, it is interesting to note that those employers who accessed the Consulting Association blacklist did not seek to defend the practice.  This reflects a generally held abhorrence of the use of covert surveillance and blacklisting against trade unionists, and others. 

In the 1870s Sidney & Beatrice Webb referred to the “freedom allowed to employers”…”to make all possible use of black-lists and character notes” which prevented trade unionists from getting work (Webbs, 1920:284).  

More recently, the activities of the Economic League were held up to scrutiny.  The Guardian, in 1990, reported that the Economic League maintained a blacklist which was said to have “…had 40 current labour MPs on its files including…Gordon Brown 

[image: image1.jpg]



and prominent trade unionists as well as journalists and thousands of shop floor workers”

In 1991 the House of Commons’ Employment Committee investigated the Economic League.  Its report referred to evidence that it had received about “…inaccurate information being handed out in secret, with employers rejecting applications simply on the basis that the League had information about them, rather than weighing carefully what the information was, and information being kept [about] many more than the ten thousand individuals quoted by the League” (HC 1991:paragraph 42)

The Committee recommended that legislation be introduced to give workers the same rights as consumers who were turned down by credit reference agencies.    This meant that information supplied to employers about potential employees should be passed to the employee refused employment, with the employee given the chance to refute the information. 

The Committee also proposed that the organisations that provided information about employees should be licensed and subject to a code of practice but, did not recommend a complete ban on blacklisting.  The, then, Conservative government did not enact even these relatively limited proposals.

In 1992, the TUC complained to the ILO that there was no effective protection against discrimination brought about by the operation of blacklists. The ILO Freedom of Association Committee upheld the complaint.  They found that UK law fell short of Article 98 of the ILO Convention i.e. in the Right to Organise and Collective Bargaining [1949].

Article 1 states that “workers shall enjoy adequate protection against acts of anti-union discrimination in respect of their employment” and that:

“Such protection shall apply more particularly in respect of acts calculated to make the employee and/or worker subject to the condition that he shall not join a union or shall relinquish trade union membership” or “cause the dismissal of or otherwise prejudice a worker by reason of union membership or because of participation in 
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union activities outside working hours, or, with the consent of the employer, within working hours”

The ILO Freedom of Association Committee stated that “All practices involving the blacklisting of trade union officials or members constitute a serious threat to the free exercise of trade union rights and… in general, governments should take stringent measures to combat such practices”

The ILO Committee of the Experts broadly endorsed these recommendations in 1994.  Nevertheless the UK government took no action to introduce legislation to remedy this state of affairs.
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1.
The Existing Legal Framework 

(a)
Under the Employment Relations Act 1999, Section 3, the Secretary of State may make Regulations prohibiting the compilation of lists which:

· Contain details of members of trade unions or of persons who have taken part in activities of trade unions and

· Are compiled with a view to being used by employers or employment agencies for the purposes of discrimination in relation to recruitment in relation to the treatment of workers.

The Act also provides that the Secretary of State may make regulations prohibiting the use of blacklists; and the sale or supply of them.  

These powers were not used until 2010.

In 2003 the government had committed itself “quickly to outlaw blacklisting, if there is evidence that individuals or organisations are planning to draw up such lists, or if there is any evidence that there is a demand by employers for them” (DTI 2003: paragraph 3.20). The government proposed to prepare draft regulations to be “presented to Parliament for approval without delay, should evidence suggest that they are necessary”.


No regulations were drafted until 2010. 

(b)
UK Law contains a number of measures which are designed to protect workers from anti-union activity by employers.  These are largely set out in the Trade Union & Labour Relations (Consolidation) Act 1992 and include:

· Section 137 - refusal of employment on grounds relating to union membership
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· Section 146 - detriment on grounds relating union membership or activities

· Section 152 - dismissal on grounds relating to union membership and/or activities 

· Section 153 selection for redundancy on grounds relating to union membership and activities 

These rights can be exercised by those who have suffered refusal of employment, detriment short of dismissal, or acts of dismissal on grounds of their trade union membership and/or activities due to their employer or prospective employer accessing a blacklist.

(c)
The Data Protection Act 1998 can also be used against the compiler or holder of a blacklist and anyone using data from it.    

Ian Kerr of the Consulting Association was convicted under the following breaches:

· Processing personal data without being registered under the Act with the Information Commissioner contrary to section 17.

· Failing to notify the Information Commissioner of his wish to be registered contrary to section 18; and

· Not being on the register of data controllers held by the Information Commissioner in accordance with the Act.
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The normal sanctions under the Data Protection Act 1998 are enforcement notices.  Nevertheless failure to comply with the registration provisions is a criminal offence.  Criminal proceedings under the Act require the consent of the DPP or the Information Commissioner.  A person found guilty of an offence is liable to summary conviction to a fine of up to £5,000 or on indictment to an unlimited fine (Section 60).  Where a person is convicted under the Act, the Court can “order any document or other material used in connection with the process of personal data and appearing to the Court to be connected with the commission of the offence to be forfeited, destroyed or erased” (Section 60(4)).

The Macclesfield Magistrates Court committed Ian Kerr to the Crown Court as, according to Construction News 23 July 2009, “the maximum fine they could levy – of £5,000 was wholly inadequate”

On 16 July 2009 Ian Kerr was fined £5,000 by the Knutsford Crown Court.  

It was not clear whether the Consulting Association records were forfeited and destroyed or if they had been returned to Ian Kerr.  

If Kerr’s sentence was light, then the companies who used the Consulting Association have got off even more likely.  Attached is a table showing the companies who have been found to have used the services of the Consulting Association.  These represent some of the biggest and most well known construction companies in the UK.  None have been charged with any offence nor have they been ordered to pay compensation to any of the people against whom they searched.

The records seized from the Consulting Association make reference to other organisations who have not been identified.  This suggests that the list of known companies may only be the tip of the iceberg.
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The ICO explained its failure to take action against construction companies in a press release dated 4 August 2009.  There it is stated that “…it is not a criminal offence to breach the data protection principles, which is why the ICO chose only to prosecute Ian Kerr for failing to notify as a data controller” [ICO 2009].  A number of companies were told that with immediate effect they must:

· Refrain from using, disclosing or otherwise processing any personal data obtained from Mr Kerr unless the processes are necessary for the purposes of complying with any obligation under the Act or by law or for obtaining legal advice or for the purpose of, or in connection with, any legal proceedings.

· Ensure that if any personal data relating to recruitment is obtained from a source other than the data subject, the data subject is, insofar as is practicable, provided with the information specified in paragraph 2(3) of part (ii) of Schedule 1 to the Act in accordance with the First Data Protection Principle. 

· Ensure that if any personal data relating to recruitment is disclosed to a third party for use in connection with recruitment of workers, the data subject is, insofar as is practicable, provided with the information specified in paragraph 2(3) at part (ii) of Schedule 1 of the Act in accordance with the First Data Principle

These notices were issued against only 14 of the 44 companies identified.  For reasons that have never been explained, notices were not issued against some of the heaviest users of the Consulting Association blacklist,  which included McAlpine and Skanska.  They appeared to have made between 12,000 and 13,000 enquiries in a single year but no action was taken against them.
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Apart from being registered with the ICO, data processors including the Consulting Association and the companies who used its services, must comply with 8 data protection principles in the Act.  The first principle states that “Personal data should be obtained only for one or more specified and lawful purposes, and shall not be further processed with any manner incompatible for that purpose or those purposes”.  It will be hard to argue that the blacklist was being used for a lawful purpose when it was designed to prevent the employment of trade union activists and to enable employers to discriminate against them on grounds of their trade union membership and/or activities.  

The first data protection principle provides that data must not be processed unless one of the conditions in Schedule 2 are met.  In the case of sensitive personal data one of the conditions in Schedule 3 must also be met.    Schedule 2 requires the data subject to have given his/her consent to the data processing.  Schedule 3 requirements he/her to have given explicit consent.  

Breach of these principles could in theory lead to a claim for compensation by workers on the basis that the Act provides that “an individual who suffers damage by reason of any contravention by the data controller of any of the requirements, of [the] Act is entitled to compensation from the data controller for that damage”.   This means that unless damage can be proved (and distress alone may not be enough) it may not be possible to recover any compensation for simply appearing on the blacklist.
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2.
Claims 

Following the discovery of the Consulting Association blacklist, Unions including UCATT and Unite, publicised these events.  As a result, members applied to the Information Commissioner’s Office for details of their blacklist entries.  

Members who were blacklisted received a response from the ICO with copies of their blacklist entries.  

The entries themselves could go back as far as the 1970s. They appeared to have been based on type written cards and notes.  There were different typefaces which suggested that the blacklist may have been an amalgamation of several different lists. 

A few of the blacklist entries referred to employers and construction companies by name.  Most were referred to by a numbered code.  Where the ICO had cracked the code, they identified the company accessing the blacklist in their covering letter. There were a number of codes which related to companies who could not apparently be identified.  

The ICO also redacted many entries by covering up the names of people referred to in the relevant entries. Some of the people named in the entries appeared to be informants to the Consulting Association. Others may have been fellow employees and activists. 

Many of the entries made reference to companies accessing the blacklist to check details of workers listed there. The blacklist entries rarely contained evidence of actual discrimination, sufficient to support an Employment Tribunal claim. 

Most blacklist entries made references to the member’s activities on site. There were references to industrial action, agitation and alleged troublemaking. Some entries also contained copies of newspaper articles either relating to or written by the subject of the entry.  Some of those articles came from Union journals but others from publications such as the Morning Star or Socialist Worker. 
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Many of the entries related to trade union membership or activities. Other referred to wider political activism, all of which were legal. 

Many of the entries went back 20 or 30 years or more. Some entries referred to events in the 1970s.  Others were more recent. 

Many cases were lodged on behalf of blacklisted members. In the absence of any legislation outlawing blacklisting per se, claims had to be brought under the Trade Union & Labour Relations (Consolidation) Act 1992 (see 1(b)) above.  

The minority of claims supported by UCATT concerned members who had been denied employment on grounds of their trade union membership or activities contrary to Section 137. These claims were based upon entries on the blacklist showing that their name had been checked by a specific company.  

Other claims related to the suffering of a detriment under Section 146. Others too, related to dismissal or more usually, selection for redundancy contrary to Sections 152 and 153.  

These claims were lodged with the Employment Tribunal.  There were however a number of problems:-

· Time limits 

The normal time limit for pursuing a claim of this nature is 3 months from the date of the behaviour complained of. That was clearly impossible in this case as most of the members concerned had not become aware that they had been discriminated against on grounds of their trade union membership or activities until they read the blacklist entries. 
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The Employment Tribunal generally took the view that the 3 month time limit did not run from the date of discovery of the blacklist entry. Instead they applied the time limit in Sections 139 and 147 TULRA by accepting that it was not reasonably practicable for the complaint to be presented within 3 months of the conduct complained of, and allowing a further reasonable period to lodge a claim. 

The time limit applications were applied stringently. Over a series of cases, it became clear that the individuals who waited 3 months from the date of obtaining his/her blacklist entries could well find their case ruled out of time. 

This approach allows employers to raise several time limit arguments:-

· That the individual concerned had taken too long to apply to the ICO for his/her blacklist entries. 

· That the individual concerned had waited too long from obtaining the blacklist entries to instruct a solicitor. 

· That the individual and/or his/her solicitor had waited too long before lodging the claim with the Employment Tribunal. 

A number of claims were struck out by the Tribunal on the grounds that they were out of time. 

· Employers 

Many potential claims proved difficult to pursue on the grounds that the employer who committed the act of discrimination had ceased to exist. 

Even where the employer had been identified, it was often difficult to pursue a claim. Some employers e.g. the various Crown House or Laings companies raised complex defences that the company sued as their successor in title was not in fact the original company that had accessed the blacklist. This resulted in considerable research and complex arguments on the identity and provenance of the successor company to the one that accessed the blacklist. 
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· Legislation 

Most of the legislation on which claims relating to detriment, dismissal or redundancy were based, had come into effect in the mid 1970s.  This meant that any member who wanted to pursue such a claim could do so subject to providing evidence in support (see below). 

A problem arose with regard to cases relating to refusal of employment on grounds relating to trade union membership contrary to Section 137.  That particular piece of legislation did not come into effect until about 1991. 

The Employment Tribunal was quick to strike out cases involving alleged refusal of employment relating to blacklist entries prior to 1991. This was on the grounds that there was no law against refusal of employment on trade union grounds up to that date. 

· Evidence 

With the burden of proof on the Claimant, it was necessary to obtain evidence to show that the individual concerned had been refused employment or suffered detriment or dismissal as a result of the blacklist entries. 

As many of the events that had occurred had taken place, years or even decades before, it was simply impossible for individuals to provide evidence to prove the fact that they had been refused employment and were subjected to a detriment or even dismissed as a result of blacklist entries.  

Employers were never slow to argue that there was no proof. Claimants had to rely upon the blacklist entries themselves and other materials such as their Inland Revenue employment history to support their arguments. 

Very few of these claims survived the Pre-Hearing Review stage.  
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3.
The Employment Relations Act (Blacklists) Regulations 2010  

Following the discovery of the Consulting Association blacklist and the ensuing furore, the government set up a consultation by the Department of Business Innovation and Skills on the blacklisting of trade unionists.   It then bought forward regulations on the question of blacklisting.

Under the Data Protection Act it may be criminal offence to compile and maintain a blacklist.  It is not a criminal offence to supply information to the holder of a blacklist, to solicit information from the controller of a blacklist or to use one.    These regulations do not adequately address these issues.

Currently however there is no freestanding right not to be blacklisted.  Rights only arise if the consequences of blacklisting result in refusal of employment, detriment, or dismissal/redundancy.  The regulations do not adequately address these problems.

The regulations do not contain a freestanding right to compensation for being blacklisted. It appears that proof of loss and/or injury to feelings is required.

The regulations state that:

· An individual can bring legal proceedings to recover any loss he or she may have suffered due to blacklisting. There can be an award for injury to feelings.

· Anyone refused employment due to the maintenance or use of a blacklist will be able to claim through an Employment Tribunal if the refusal of employment was for a reason relating to the blacklist.

· Anyone claiming to suffer a detriment as a result of blacklisting will be able to apply to an Employment Tribunal to recover any losses caused as a result.

· There appears to be a base figure of £5,000.00 in respect of compensation. 
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While these provisions are helpful, they do not go far enough.  

The regulations should provide a basic award of compensation for the mere fact of being blacklisted without proof of any loss.  There should of course be the additional right to claim any losses which can be attributed to the blacklisting of course.

The Courts should be empowered to order the forfeiture of blacklists.  

The blacklist should then be retained by the ICO.  In such circumstances the ICO will be under a legal obligation to inform anyone on the blacklist that they were on the list and on any legal remedies that may be available to them.

Finally, there should be criminal sanctions for those who compile, maintain and access blacklists.  
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4.
Compensation for Existing Victims 

The Regulations do not provide any means of compensating those individuals who appeared on the Consulting Association blacklist.  Apart from failing to provide a freestanding right for those who appear on blacklists, the Regulations provide no compensation for those who suffered loss as a result of their name appearing on the Consulting Association blacklist nor does it recognise the failure of the government to take steps earlier to make this conduct unlawful.

In his paper “Ruined Lives” which comments on blacklisting in the UK construction industry, and was prepared for UCATT, Keith Ewing proposes three basic levels of compensation for those who appeared on the Consulting Association blacklist:

· A flat rate amount to everyone on the list in recognition of the violation of their right to privacy.  This would be based on a fixed amount for every year an entry appeared in relation to the individual concerned.  This means that a person entering the blacklist in 1975 would be entitled to more than someone whose name first appeared in 1995.

· A compensatory amount based on a reasonable estimate of projected loss of earnings to anyone who can show that he/she had applied for specific vacancies during the period in question and that the blacklist was consulted by the company or companies concerned; and

· An aggravated amount for injury to feelings to those whose file is judged to be particularly offensive e.g. where it contains abusive or defamatory comments, information about medical conditions, or information about political views  or activities.

Keith Ewing suggests that it would be unfair for the cost of this compensation to be met by the taxpayer not least because trade unions and their members are tax payers.  He proposes that :
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“Primary legislation should therefore be introduced to impose a levy on those companies which made use of the blacklist, this levy to finance the retroactive compensation fund, which in turn would be allocated in accordance with the foregoing principles”.
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5.
Human Rights 

Blacklisting raises a number of human rights issues. Successive governments have not taken steps to address them.

Blacklisting clearly impacts on the rights to freedom of association as guaranteed by a number of international agreements and conventions including the European Convention on Human Rights, Article 11.  This guarantees the right of individuals to join and form trade unions for the protection of their interests.  

Blacklisting also raises questions about privacy rights and in particular Article 8 ECHR which provides that:

“Everyone has the right to have respect for his private and family life, his home and his correspondence”

Article 8 has been widely interpreted by the European Court of Human Rights to apply to the compiling and processing of information and the sharing of information within the government, without the consent of the individuals to whom the information relates.

Due to the difficulties in pursuing claims referred to in Section 2 above, very few cases reached a point where the individual had effectively exhausted all procedures in the UK jurisdiction. In fact UCATT only had one case which went to Pre-Hearing Review and was struck out on the grounds which allowed for an appeal. The appeal was duly refused by the Employment Appeal Tribunal, thereby allowing the member to argue that he had exhausted all his remedies in the UK. 
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That case has been lodged with the European Court of Human Rights. Brough –v- The UK Government (case number 52962/11) is now being pursued through the European Court of Human Rights on the basis that the UK Government has not provided any, or any sufficient, protection from blacklisting in its legislation sufficient to protect Mr Brough and others.  

The claim has been made under Article 11 of the ECHR. The hearing is not likely to take place until next year at the earliest. 
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